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Law and Business Tech: Cybersecurity, Blockchain and Electronic Transactions 
Session 1- Quiz 

 
1. According to Jason Asbery, what is the greatest unrecognized threat an organization or 
business faces today? 

a) Foreign Hackers 
b) End Users 
c) Outdated Security Measures 

 
2. According to Chris Ferguson, the "______" attitude causes poor investment in cybersecurity. 
 
3. According to Jason Asbery, who causes the most breaches: the company or the end user? 
 
4. How many applications does the average end user utilize each day? 

a) 3 
b) 9 
c) 15 

 
5. What is one of the major problems facing technology and cybersecurity departments in 
organizations today? 

a) Lack of Communication 
b) Increased Budgets 
c) Over-reliance on these Departments 

 
6. Tech leadership needs to be able to speak "_________" in order to more effectively 
communicate the importance of cybersecurity for a business.  
 
7. What kind of role is managing cybersecurity? 

a) Human Resources 
b) IT 
c) Risk Management 

 
8. IT organizations are typically ___. 

a) Overfunded 
b) Adequately Funded 
c) Underfunded 

 
9. What is one of the greatest challenges that large organizations face as privacy protection law 
evolves? 

a) Dealing with different laws across all 50 states 
b) Changing IT systems 
c) Dealing with new hackers 

 
10. Many organizations are trying to safeguard information by _______________ it.  
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11. Which is more commonplace: encryption at rest or encryption in transit? 
 
12. What is the average cost of a breach? 

a) $500,000 
b) $5.5 million 
c) $12.5 million 

 
13. What is the proper role for a "DMZ?" 

a) Long-term storage 
b) Short-term quarantine storage 
c) There is no role for a DMZ 

 
14. The trend is to push liability to __________.  
 
15. A bill that is being proposed would allow organizations that have been victims of hacking to 
"_____________" the party they believed hacked them. 
 
 


